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PROFILE                                               SR. DEVOPS ENGINEER

A highly skilled DevOps Engineer with over a decade of IT experience, specializing in designing, implementing, and managing cloud solutions across Azure, AWS, and GCP. Adept at automating complex workflows, optimizing CI/CD pipelines, and leveraging Terraform for Infrastructure as Code (IaC). 
Proficient in Python, Shell, Groovy, and PowerShell, with deep expertise in cloud-native technologies and containerization using Docker and Kubernetes.


COMPETENCIES 

· Strong knowledge and experience in Amazon Web Services (EC2, S3, VPC, Route 53, EBS, ELB, IAM, AMI, RDS, Security Groups, Cloud Watch, Auto Scaling, Data Ingestion) and Google Cloud Platform services such as (GKE, MIG, GCR, VPC, GCE, Pub/Sub, IAM, KMS, Cloud Run, Cloud Function, Cloud Monitoring).
· Proficient in core cloud services: AWS (EC2, S3, RDS, IAM, Auto Scaling), Azure (VMs, Blob Storage, AKS, Key Vault), and GCP (GKE, Compute Engine, Big Query, Pub/Sub).
· Advanced in serverless computing (Lambda, Cloud Functions, Azure Functions), containerization (Docker, ECS, EKS, AKS), and Kubernetes orchestration.
· Expert in Infrastructure as Code (IaC) using Terraform, CloudFormation, and Azure ARM templates to automate infrastructure deployment, ensuring scalability and consistency.
· Strong focus on cloud security, with hands-on experience in IAM, encryption, network security, and threat assessments across AWS, Azure, and GCP environments.
· Skilled in managing large datasets and cloud analytics using BigQuery and Data Analytics, optimizing performance and cost-efficiency.
· Experienced in implementing and optimizing CI/CD pipelines with Jenkins, Bamboo, and GitHub Actions, and maintaining artifact management through JFrog Artifactory.
· Proficient in cloud monitoring and logging using CloudWatch, Azure Monitor, Stackdriver, and Log Analytics to ensure high availability and proactive troubleshooting.
· Extensive experience in scripting (Python, Perl, Bash) to automate tasks, streamline workflows, and optimize cloud resource management.
· Contributed to the development of cloud security policies and standards, ensuring compliance and safeguarding cloud infrastructures.
· Proficient in deploying and administering monitoring platforms such as Splunk, Kibana, and Nagios to enable real-time log analysis and proactive infrastructure optimization.


CERTIFICATIONS
· Certified AWS DevOps Engineer – Professional
· Google Cloud Certified Professional Cloud Architect
· Microsoft certified DevOps Engineer Expert (Azure)
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PROFESSIONAL EXPERIENCE

Sr. DevOps Engineer | Hiscox, Atlanta, GA				 May,2023 – Present

· Led and managed the migration of CI/CD pipelines from Atlassian Bamboo to Azure DevOps for multiple applications, optimizing workflows and ensuring smooth integration.
· Proficient in Infrastructure as Code (IaC) with Terraform (AWS, Azure) and ARM templates, automating cloud infrastructure management and ensuring consistency across environments.
· Automated build and release pipelines using Azure DevOps (YAML, Classic), enhancing deployment speed, scalability, and consistency in multiple cloud environments.
· Implemented cloud security best practices in Azure (Azure AD, Key Vault, Security Center) and AWS (IAM, Security Groups, Security Hub), ensuring secure identity, access, and encryption management.
· Configured and managed Kubernetes clusters with Azure Kubernetes Service (AKS) and Elastic Kubernetes Service (EKS) for deploying, scaling, and managing containerized applications.
· Optimized monitoring of cloud environments by integrating Dynatrace, CloudWatch, and Azure Monitor for proactive performance tracking and automated alerting.
· Integrated JFrog Artifactory with CI/CD pipelines (Azure DevOps, Bamboo) to automate artifact versioning, publishing, and retrieval for build and deployment processes.
· Implemented Microsoft Entra ID for user authentication, authorization, and multi-factor authentication (MFA) policies to enhance security.
· Streamlined infrastructure provisioning and management with Puppet, automating the configuration of Windows and Linux nodes across cloud environments.
· Automated security and identity management tasks within Azure and AWS, using PowerShell and RBAC to enforce least-privilege principles.
· Automated infrastructure provisioning with Terraform to deploy and manage Azure resources such as Virtual Networks (VNETs), NSGs, Storage Accounts, and Azure Kubernetes Service (AKS) clusters for scalable, secure environments.
· Migrated Bitbucket repositories to Azure Repos, integrating version control seamlessly with Azure DevOps (ADO) for CI/CD pipeline automation.
· Implemented real-time monitoring with Dynatrace for Azure-based applications, improving performance and proactively identifying issues across cloud infrastructure.
· Provisioned and managed load balancers and NSGs for seamless traffic distribution and enhanced security, ensuring high availability and fault tolerance for critical applications.
· Configured Azure Key Vault for secure management of secrets and automated integration into CI/CD pipelines, ensuring robust security practices.
· Streamlined security measures through Network Security Groups, Azure Firewall, and RBAC for enforcing granular access control and ensuring compliant cloud environments.
· Optimized Kubernetes clusters with AKS for containerized application deployments, ensuring scalability and ease of management across cloud platforms.
· Automated infrastructure and application configurations across environments (dev, staging, production) by utilizing Puppet manifests, ensuring uniformity in all setups.






TECHNICAL SKILLS:
	Skill Area
	                                      Technical Skills

	Cloud Services
	Azure, AWS, GCP.

	Applications
	Oneshield, Webmethods

	Scripting Languages
	Python, Bash, PowerShell, GoLang.

	Continuous Integration Tools
	Bamboo ,Github actions, ADO.

	Virtualization Technologies
	Docker and Kubernetes, Activemq.

	Configuration Management
	Terraform, Puppet.

	Monitoring Tools
	Consul, Splunk, Dynatrace.

	Source Code Management Tools
	Git, GitHub, BitBucket, gitlab.





DevOps Engineer (Cloud Engineer) | Daimler Trucks, Portland, OR            June, 2018– March 2023
· Architected and deployed Google Cloud infrastructure using Terraform, provisioning resources such as GKE, IAM, and VPCs to create scalable, secure cloud environments.
· Utilized configuration management tools, including Chef, Puppet, and Ansible, writing playbooks and roles to automate system configurations and ensure compliance across multi-cloud environments.
· Led the migration of CI/CD pipelines from Jenkins to Azure DevOps, optimizing workflows for improved efficiency and ensuring smooth deployment transitions.
· Developed custom IAM roles for GCP services, including Cloud Functions, GKE, and BigQuery, applying the principle of least privilege to minimize over-permissioning.
· Configured GCP firewall rules to control traffic flow, ensuring compliance with security requirements.
· Integrated monitoring solutions (AWS CloudTrail, GCP Cloud Audit Logs, Splunk, Datadog) to ensure robust security monitoring and compliance.
· Led the migration of applications from on-premises infrastructure to GCP, optimizing cloud architectures to enhance scalability.
· Designed IAM roles and policies for Azure and GCP, ensuring secure access management in cloud environments.
· Automated Azure infrastructure provisioning with Terraform, managing resources like Virtual Machines, VNETs, Storage, and Azure AD for seamless cloud deployments.
· Integrated Terraform with Azure DevOps, streamlining infrastructure provisioning and deployment pipelines.
· Designed, developed, and maintained Jenkins pipelines for CI/CD automation, integrating source control, build, test, and deployment stages to streamline the development lifecycle.
· Configured Jenkins to optimize parallel and distributed builds across multiple nodes, improving build times and resource efficiency.
· Integrated Jenkins with Git and Bitbucket to trigger automated builds and deployments, enhancing development workflows.
· Developed Jenkins pipelines using both Declarative and Scripted Pipeline syntax to automate deployments across multiple environments
· Automated microservices deployments to Kubernetes clusters using Jenkins pipelines and Helm charts, ensuring consistency and reliability.

· Migrated legacy systems to AWS and GCP, leveraging Jenkins for continuous integration, Ansible for configuration management, and Terraform for infrastructure provisioning to optimize cloud infrastructure and improve scalability.
· Integrated Ansible with Jenkins pipelines to automate deployment workflows, managing infrastructure as code for seamless provisioning, configuration, and continuous integration across multi-cloud environments.
· Developed end-to-end CI/CD pipelines using Jenkins, integrating Terraform and Ansible for automated provisioning and deployment of applications to AWS and GCP platforms.
· Designed and implemented monitoring solutions for AWS (CloudWatch) and GCP (Stackdriver), integrating with Jenkins pipelines for proactive issue detection and resolution, and maintaining observability across applications and infrastructure.
· Automated the deployment of multi-cloud applications using Jenkins, Ansible, and Helm, ensuring seamless deployments to Kubernetes environments on both AWS and GCP.
· Configured and managed AWS EC2 instances, RDS, and VPCs, as well as GCP Compute Engine and Cloud SQL, using Terraform and Ansible, automating provisioning and reducing manual intervention.
· Leveraged Jenkins Shared Libraries to standardize and maintain reusable pipeline logic for consistent deployment workflows across various AWS and GCP environments.

TECHNICAL SKILLS:

	Skill Area
	                                      Technical Skills

	Cloud Services
	Azure, AWS, GCP.

	Scripting Languages
	Shell, Bash, PowerShell, Java, Groovy and Python.

	Continuous Integration Tools
	Jenkins, Bamboo ,Github actions,Sonarqube, ADO.

	Virtualization Technologies
	Docker and Kubernetes, VMware, Virtual Box, Activemq.

	Configuration Management
	Ansible, Chef, Terraform, Puppet.

	Monitoring Tools
	Splunk, Cloud Watch, ELK Stack, Grafana.

	Source Code Management Tools
	Git, GitHub, Subversion (SVN), Bit Bucket.
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Storage Engineer| Datalink, Atlanta, GA                                         		 July, 2015 – Apr, 2018 
· Managing and provisioning HP 3PAR T800, V400, 7200, 7400.
· Performed storage provisioning on Netapp 7-mode and CDOT.
· Managed CIFS and NFS shares on ENAS and Netapp CDOT.
· Migrated CIFS and NFS using snapmirror from 7mode to CDOT.
· Created CIFS shares on CDOT and mounted them to various servers.
· Performed migrations at host level for different operating systems.
· Configured and Managed Hitachi Universal Replicator for DR replication.
· worked extensively on creating replication pairs from a VSP that replicates to USP.
· Migrated data from 7-mode to CDOT using various techniques and tools.
· Worked with HORCM for local replication and HUR for remote replication
· Configured FCIP tunnel between two Brocade DCX in Primary Data Centre to DR site.
· Mounted NFS shares using CLI commands and created junction paths for shares.
· Performed storage replication using Storage Navigator 2 and Replication Manager.
· Created snapshots, Thin Image for local replication using replication manager and HCS.
· Installed & configured 7MTT tool on various jump servers for migration of Netapp storage.
· Administered and monitored EMC storage arrays VMAX and VNX for SAN.
· Performed storage provisioning on Hitachi VSP and HUS VM using Hitachi Command Suite.
· Migrated EMC SAN to Netapp CDOT using Foreign LUN import both offline and online workflows.

Education:	
      Master’s Degree:
      MS in Technology Management, Southeast Missouri State University, Cape Girardeau, MO (2013-2015)
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